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responsibilities 

d. Primary and Alternate Contact Lists 
6. Damage Assessment 
7. Recovery Plans 

a. Critical System Recovery 
i. Prioritization of recovery 
ii. Interdependencies 
iii. Resource requirements 
iv. Security controls 
v. Continuation of operations 

1. Mobilizing alternate locations / resources 
2. Managing alternate locations / resources 
3. Critical system support 

a. Short term 
b. Long term 

 
5. ITS will securely store copies of plans and supporting materials in a remote 
location; at a sufficient distance to escape any damage from a disaster at the 
university’s main campus and be available via remote connection (Office 365 etc.). 

 
6. ITS will have appropriate mechanisms to ensure that plans remain current and 
updated between annual tests and reviews accounting for: 

1. Change management implications 
2. New/Major upgrades of system implementations 
3. New policy adoption 
4. New contract implementations 
5. New threat/risk identification 

6. Staff/resource/responsibility changes 
 
7. ITS will publish plans and sufficiently train any and all individuals that are required 
or responsible for supporting the BCP. 

 
 
 

 

Definitions:  
 
Business Continuity:  Capability of the organization to continue delivery of products or 
services at acceptable predefined levels following a disruptive incident 
[SOURCE: ISO 
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Additional  Information  and Resources:  

 
Reference:  

 
ISO/IEC 22301:2019(E) Societal security – Business continuity management 
systems – Requirements. Geneva, Switzerland: ISO/IEC. 
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